Διαχείριση Δικτύων Βασισμένων στο Λογισμικό

4ο εργαστήριο: “IP-DHCP”

	ΟΝΟΜΑΤΕΠΩΝΥΜΟ:
	

	Α.Μ.:
	


IP lab
Please provide screenshots to justify your answers to the following questions (the minimum number of screenshots needed – and “to the point” data from these screenshots):

1. What is the IP address of your computer?

2. Within the IP packet header, what is the value in the upper layer protocol field?

3. How many bytes are in the IP header? How many bytes are in the payload of the IP datagram? Explain how you determined the number of payload bytes.

4. Has this IP datagram been fragmented? Explain how you determined whether or not the datagram has been fragmented.

5. Do the values in the Identification field and the TTL field remain unchanged for all of the ICMP TTL-exceeded replies sent to your computer by the nearest (first hop) router? Why?

6. Find the first ICMP Echo Request message that was sent by your computer after you changed the Packet Size in pingplotter to be 2000. Has that message been fragmented across more than one IP datagram?

7. Print out the first fragment of the fragmented IP datagram. What information in the IP header indicates that the datagram been fragmented? What information in the IP header indicates whether this is the first fragment versus a latter fragment? How long is this IP datagram?

8. Print out the second fragment of the fragmented IP datagram. What information in the IP header indicates that this is not the first datagram fragment? Are there more fragments? How can you tell?

9. What fields change in the IP header between the first and second fragment?

DHCP lab
Please respond to the following questions and add respective screenshot(s):

1. Are DHCP messages sent over UDP or TCP? 

2. What is the link-layer (e.g., Ethernet) address of your host?

3. What values in the DHCP discover message differentiate this message from the DHCP request message?

4. What is the value of the Transaction-ID in each of the first four (Discover/Offer/Request/ACK) DHCP messages? What are the values of the Transaction-ID in the second set (Request/ACK) set of DHCP messages? What is the purpose of the Transaction-ID field?

5. A host uses DHCP to obtain an IP address, among other things. But a host’s IP address is not confirmed until the end of the four-message exchange! If the IP address is not set until the end of the four-message exchange, then what values are used in the IP datagrams in the four-message exchange? For each of the four DHCP messages (Discover/Offer/Request/ACK DHCP), indicate the source and destination IP addresses that are carried in the encapsulating IP datagram.

6. What is the IP address of your DHCP server?

7. What IP address is the DHCP server offering to your host in the DHCP Offer message? Indicate which DHCP message contains the offered DHCP address.

8. Locate the router and subnet mask lines in the DHCP offer message.

9. The DHCP server offers a specific IP address to the client. In the client’s response to the first server OFFER message, does the client accept this IP address? Where in the client’s RESPONSE is the client’s requested address?

10. Explain the purpose of the lease time. How long is the lease time in your experiment?

11. What is the purpose of the DHCP release message? Does the DHCP server issue an acknowledgment of receipt of the client’s DHCP request? What would happen if the client’s DHCP release message is lost?

12. Clear the bootp/dhcp filter from your Wireshark window. Were any ARP packets sent or received during the DHCP packet-exchange period? If so, explain the purpose of those ARP packets.

